门诊单患者调用说明
门诊采集工作站链接加密示例(HIS加密调用)
	说明
	url中的参数组成JSON串，通过SM4算法加密

	加密方式
	SM4加密

	加密密钥
	由公司提供

	加密模式
	ECB

	密钥是否为16进制
	是

	URL示例
	https://172.2.30.14:18020/Home/Index?app_id=FJSR_HISH11&encry_data=69e038f89977d035810315dcae2d233d279767dfc3c4212deca9a17c1bb50dc21f73fa60512d8d4f6018de141ebd7adefc2b4c44066f16e841d5d52d0aee84958a0866d23907ec402d11aa48097acfafebca6fcdd7bcb3112cf6bf8a90c3e1e575b79f733f0404af32cd3a48e6ebde42aeab2a4f92b7c1e460eb1d5186ad98d0

	需加密JSON串示例
	{
"window_id":"8",
"pat_id":"0012701427",
"role":"M1",
"user_id":"9999",
"user_name":"苏志勇",
"timestamp":"1478147400000"
}

	加密密钥示例
	d0b1272794d644f1b948c175d8ba464e

	JSON加密后示例
	[bookmark: _GoBack]69e038f89977d035810315dcae2d233d279767dfc3c4212deca9a17c1bb50dc21f73fa60512d8d4f6018de141ebd7adefc2b4c44066f16e841d5d52d0aee84958a0866d23907ec402d11aa48097acfafebca6fcdd7bcb3112cf6bf8a90c3e1e575b79f733f0404af32cd3a48e6ebde42aeab2a4f92b7c1e460eb1d5186ad98d0



APP_ID： FJSR_HISH11
加密密钥： d0b1272794d644f1b948c175d8ba464e
JSON串参数说明：
pat_id：病人ID
ROLE：权限角色，默认都传M1
USER_ID：护士工号
USER_NAME：护士名字
window_id ：固定参数，传7
Timestamp：时间戳，url过期失效用





C#代码样例
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using KYSharp. SM;
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public static string _(string publickey, string content, string smdtype = "0", bool ifllex = false)
{

string result = "";
SMAULiTs sMAULils = new SM4ULils()s
sM4Utils. hexString = ifHex;

if (smdtype == "0")

{

sM4Utils. secretKey = publickey:

result = sM4Utils. Encrypt_ECB(content);
}
else if (smdtype == "1")
{

sM4Utils. iv = publickey;

result = sM4Utils. Encrypt CBC(content);
}

return result;
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import { SM4 } from 'gm-crypto'; 30.4k (gzipped: 10.3k)
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const payloadString - JSON.str‘ingifr'lPar‘amleson;

const appKey = encryptConfig?.NEW_JUMP?.APP_KEY;

const encryptData = SM4.encrypt(payloadString!, appKey,
outputEncoding: ‘hex',

b




